OCFS-4827 (Rev. 7/2005)

NEW YORK STATE

OFFICE OF CHILDREN AND FAMILY SERIVCES

SSL VPN REQUEST FOR ACCESS TO APPROVED OCFS APPLICATIONS

For Local District and Agency Use on Non-State Owned PC’s

	AGENCY NAME:

     
	AGENCY CODE:

     
	SITE NAME:

     
	DATE OF REQUEST:

     

	LOCAL SECURITY ADMINISTRATOR’S LAST NAME:

     
	LOCAL SECURITY ADMINISTRATOR’S FIRST NAME:

     
	LOCAL SECURITY ADMINISTRATOR’S HSEN ID:

     

	High Speed ISP must be installed and operational before the SSL VPN request is submitted.

	PLEASE PROVIDE ISP NAME:

     
	Please provide ISP contact Information:

     

	access is to be: 
	 FORMCHECKBOX 
 added       or
	 FORMCHECKBOX 
 deleted

	Submission of this request form signifies that the Local district or agency and employee to be granted SSL VPN Access acknowledges understanding of the Remote Access Acceptable Use Memo of Understanding (MOU) and agrees to be in compliance with all OCFS Policies. The Local District/Agency is responsible for maintaining the required Antivirus and Firewall Software to safeguard the HSEN network. It is the Local District’s responsibility to submit this form to delete SSL VPN access for individuals who no longer require access for any reason.



	PLEASE “X” THE FOLLOWING ONLY ON REQUESTS TO ADD SSL VPN ACCESS:

	 FORMCHECKBOX 
  The Local District/Agency’s Local Security Administrator has determined the employee’s job duties

require remote access to the SSL VPN Approved OCFS Applications and all permissions have been

satisfied. 

	The Local District or Agency site(s) is/are responsible for having their ISP commercial connectivity installed, working, configured, and security patches applied along with any necessary data communications equipment if using multiple Non State owned PC’s. The connectivity, bandwidth, and/or data communications equipment is the responsibility of the local district or agency and is not the responsibility of OCFS or OFT/CNS or supported by OFT/CNS.

	SITE PHONE NUMBER: 

     
	SITE ADDRESS:

     

	FORM SUBMISSION

The Local Security Administrator for the organization will e-mail the completed form to comctrup@ocfs.state.ny.us
OCFS will process the request and will send a response directly to the Local Security Administrator for ADD requests. Local Security Administrator’s will be notified when ADD and DELETE requests are completed. The Local Security Administrator’s may e-mail comctrup@ocfs.state.ny.us  to check on the status of their requests. 


The response to the Local Security Administrator will include a set of instructions for installing the Office of Children and Family Services PN Agent. Instructions on how to log on to Approved Applications will be included. Further questions for support of the SSL VPN can be referred to the Enterprise Help Desk at:

1-800-697-1323
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