
 

OCFS Information Security Unit- 6/12 

CPS SUPERVISOR LIMITED BUNDLE COMMUNICATION  

OCFS is pleased to announce an enhancement to CONNECTIONS Security Business 

Functions (BF).  Starting, Wednesday, June 20th, there will be a new CONNECTIONS Business 

Function Bundle called CPS SUP LIMITED.  This BF will be different from the current CPS 

SUPERVISOR BF because it excludes three of the security attributes.  The CPS SUP LIMITED 

BF Bundle WILL NOT contain, VIEW SENSITIVE, MAINTAIN STAFF, or MAINTAIN UNIT.  The 

removal of these security attributes will allow districts to better control who has the ability to 

modify staff and units, and better segregate who can view a case that has been marked 

sensitive, while still providing a BF Bundle that addresses the other needs of a CPS Supervisor.  

Any district can choose to use the new CPS SUP LIMITED BF instead of the CPS 

SUPERVISOR BF if they want the more refined set of security attributes.  If districts choose to 

use the CPS SUP LIMITED BF, they will have to un-assign the CPS SUPERVISOR BF and 

replace it with the CPS SUP LIMITED BF for the affected staff. The new BF will take effect the 

next time the user logs on to CONNECTIONS.  You should not assign both of these BF Bundles 

to any single staff person. 

CPS SUPERVISOR and CPS SUP LIMITED BFs include the following security attributes: 

 
CPS SUPERVISOR  
    
• Access All in District  
• Case Search  
• Person Search  
• Maintain Designees  
• Maintain Staff  
• Maintain Unit  
• Mark Sensitive Case  
• Case Merge/Split  
• Person Merge/Split  
• Unit Summary Access  
• View Admin Review  
• View Call Log  
• View Indicated  
• View Reporter/Source  
• View Sensitive Case  
• View Under Investigation  
• View Unfounded  
 
 

 

NEW- CPS SUP LIMITED 
 
• Access All in District  
• Case Search  
• Person Search  
• Maintain Designees 
 
  
• Mark Sensitive Case  
• Case Merge/Split  
• Person Merge/Split  
• Unit Summary Access  
• View Admin Review  
• View Call Log  
• View Indicated  
• View Reporter/Source  
 
• View Under Investigation  
• View Unfounded  

 
View Sensitive- without a role to view sensitive case ‘basic information’ from the 

case and person search result. It is recommended that this Business Function be assigned to a 

small subset of individuals and must be given in combination with the CASE/PERS SRCH 

Business Function.  

 

Maintain Staff- Allows users to access the Staff Dialog- with the ability to add, modify and 

delete staff information for their own district.  The assignment recommendation has traditionally 

been: to give the Business Function to an individual in each unit, such as the unit supervisor or 

unit maintainer.  
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Maintain Unit- Allows users to access the Unit Dialog with the ability to add, modify and delete 

unit information for all of the units in their district.  The recommendation has traditionally been  

to assign this Business Function to an individual in each unit, such as the unit supervisor or unit 

maintainer.  

 

 

 

 

 

 

 


