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“Info to Know” for Caseworkers 

The availability of the published Internet remote access link (https://connections.ocfs.ny.gov) makes it possible for casework staff to access CONNECTIONS and ASAP, and in the comings months other applications, including:   Webstar and the OCFS Intranet from local district-, agency- or personally-owned personal computers, tablets and other mobile devices. OCFS is currently piloting the use of Apple iPads with foster care workers in several districts and agencies in an effort to learn how such use may help caseworkers better serve children and families. 

To support the appropriate and secure use of mobile devices to access OCFS applications, a Frequently Asked Questions (FAQ) document has been posted to the Remote Access page of the OCFS Internet and Intranet. The FAQ is oriented to administrators; casework staff should discuss any possible use of mobile devices, including devices they own, with their supervisors before doing so.  The document is available through the links below:
Internet:

http://www.ocfs.state.ny.us/connect/remote%20access.asp
Intranet:

http://ocfs.state.nyenet/connect/remote%20access.asp

A problem has been identified with a server that communicates with CONNECTIONS and is used to update new staff access to CONNECTIONS.  As a result, any staff being granted CONNECTIONS access as of yesterday, Wednesday, August 1,  have not been added to CONNECTIONS and do not yet have access.  We anticipate that the issue will not be resolved until Friday at the earliest and will convey more information to you as soon as it is available.    


Reasonable steps must be taken to prevent and minimize the risk of access to Personal, Private and Sensitive Information (PPSI) by unauthorized persons!  You can do this by using best practices for the Physical Security and Secure Storage of Data and Documents.
For example:
· Make sure your portable device is encrypted.  Do not store any confidential information on an unencrypted portable device.  

· Make sure all confidential information is encrypted when stored on portable devices and removable media, such as CDs and USB drives. 

· Pick up faxes, scans, and printed documents right away. 

For more information on Physical Security and Secure Storage of Data and Documents  see this month’s Security Awareness Message at:
Internet:

http://www.ocfs.state.ny.us/connect/security/
Intranet:

http://ocfs.state.nyenet/connect/security/

Remember:

Each user is responsible to verify that the laptop they are using is encrypted.  You can find the information on how to verify encryption by going to the Information Technology Security Page of the OCFS Intranet and looking for the Use of Laptops and Encryption Link from April of 2011:

Intranet:
http://ocfs.state.nyenet/it/security/November%20CONNECTIONS%20Security%20Message%20Final.pdf           

Internet:

http://www.ocfs.state.ny.us/connect/security/Security%20Tip%20Sheets/Use%20of%20Laptops%20and%20Encyrption_April%202011.pdf

A variety of new resource documents have been posted to the CONNECTIONS Inter and Intranet websites to assist districts and agencies in the process of converting to Windows 7 and Office 2010.  These documents include:
· A memo from OCFS to Local District Commissioners and Executive Directors outlining some of the initial steps districts and agencies may want to take and the ways that OCFS can provide support in this process.  
· Network Connect Installation and Usage Guide for Windows 7 
· Steps to Follow to Complete Encryption on Windows 7 Laptops 
· Training Opportunities for Windows 7 and Office 2010  
· Checklist for Migration to Windows 7 
· Steps for using the Windows 7 Off Network Image DVD discs  
For questions or assistance please direct requests to the OCFS Windows 7 Project Team at the comctrup@ocfs.state.ny.us mailbox and they will provide assistance on the process and next steps.

Intranet:

http://ocfs.state.nyenet/connect/projupdt/sys.asp
Internet:

http://www.ocfs.state.ny.us/connect/projupdt/sys.asp

A check box appears in the first column for each stage on My Workload; it can be used to select one or multiple stages (same type) for the purpose of re-assigning the stages to another staff person. The check box on the column header can be used to check and uncheck all the records on the workload grid.
From your workload (or a workload of one of your staff), click in the checkboxes (and only the checkboxes) for the stages you wish to re-assign.  

The following rules apply: 

· The role of the worker, in each stage, must be the same. 

· For Investigation stages, you may only multi-assign the Primary role.

· There is a limit of 35 stages that can be re-assigned at one time.

All of our CONNECTIONS Clues are available on:
Internet:

http://www.ocfs.state.ny.us/connect/quicktip/
Intranet:
http://ocfs.state.nyenet/connect/quicktip/
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 CONNECTIONS Weekly System Maintenance 

Due to regularly scheduled system maintenance, the CONNECTIONS application will not be available on…

· Friday, 8/3/12 from 5:00 AM – 7:00 AM 
· Wednesday, 8/8/12 from 5:00 AM-7:00 AM
· Friday, 8/10/12 from 5:00 AM-7:00 AM
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