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“Info to Know” for Caseworkers 



**REMINDER** October’s Records Retention Run 
As you are aware, the purging of unfounded case records resumed on June 28th and ran successfully though the first three cycles.  
 Please note:  The next run is scheduled to begin on October 12, 2010 and the ‘To Be Expunged’ report is for records as of 12/20/09.  

Helpful Info:
 

         Records  Retention  Tip Sheet  -  is  posted   to   the CONNECTIONS intranet.  The following is the link to the tip sheet:
http://ocfs.state.nyenet/connect/jobaides/Tip%20sheets/Records%20Retention%20Tip%20Sheet_V3_08_08.pdf
         CONNECTIONS Job Aid – Local Data Maintenance:
http://ocfs.state.nyenet/connect/jobaides/FINAL%20REV_CPS_DATA_MAINT_Job_%20Aid.pdf
 

A schedule of the Records Retention run cycle is posted below. The schedule includes the plan to “catch up” with the Records Retention runs, since they had been “on hold” for a number of months. As you are aware, there will be a recurring sequence of ‘To Be Expunged Reports’, and a subsequent purge every 5 weeks or so until we are “caught up”.  

 Records Retention Schedule 
	Cycle #
	Cycle 
Start Date
	Cycle Complete
	Purges Stages Thru
	To Be Date

	1complete
	06/28/2010
	07/3/2010
	12/19/2009
	03/20/2009

	2complete
	08/2/2010
	08/82010
	03/20/2009
	06/20/2009

	3complete
	09/07/2010
	9/11/2010
	06/20/2009
	09/20/2009

	4
	10/12/2010
	10/17/2010
	09/20/2009
	12/20/2009

	5
	11/15/2010
	11/20/2010
	12/20/2009
	03/20/2010

	6
	12/20/2010
	12/25/2010
	03/20/2010
	06/20/2010

	7
	01/24/2011
	01/29/2011
	06/20/2010
	09/20/2010

	8 
	02/28/2011
	03/02/2011
	09/20/2010
	12/20/2010

	9
	04/04/2011
	04/09/2011
	12/20/2010
	03/20/2011

	10
	05/09/2011
	05/14/2011
	03/20/2011
	05/14/2011

	11
	08/15/2011
	08/20/2011
	05/14/2011
	resumes normal schedule


 If you have any further questions on this topic, please contact your regional CONNECTIONS Implementation Specialist.
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 An AFCARS Refresh and Update

Just a note, the AFCARS Clinical Diagnosis data was refreshed as of September 23rd. As you know, timeframes for reporting AFCARS data to the federal government are coming due!  It is important that local district and voluntary agency staff make timely updates to the AFCARS information in order for accurate Federal reporting. 
AFCARS information includes the following: 
· AFCARS information from the Placement Information Tab, 
· The Removal Information Tab, and 
· The Diagnosis on the Clinical Appointment window. 

For CCR cases: 

· The AFCARS Adoption Information window accessed from the Adoption Finalization window. 
The CONNECTIONS Tip Sheet for Recording AFCARS Data can be found on the CONNECTIONS intranet on the Step-by-Step/Job Aids/Tip Sheets page, or via the following link: http://ocfs.state.nyenet/connect/jobaides/Tip%20sheets/Recording%20AFCARS%20Data%20v4.pdf 



CONNECTIONS Transformation Prep Activity:  The Creation of LDAP Accounts to Support Training  for the Transformation of the CONNECTIONS Application
In preparation for training related to the transformation of the CONNECTIONS application, we urge both local districts and voluntary agencies to create LDAP accounts.  In order to accomplish this task we have created a document that details important information related to the access and delivery of this training — which is in preparation for the CONNECTIONS transformation. 
Please review the content of this document, as there are preparation activities that will be necessary to complete in order for staff to access this important training.  For your reference, a copy of the document is posted to the CONNECTIONS intranet on the Training page: http://ocfs.state.nyenet/connect/training/
“Did You Know”…

That if your LDAP account gets “locked out” you can send an email to the following mailbox:    ocfs.dl.ldap.upstate and they will unlock it for you. 
General “Info to Know”         
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 Upgrade to Microsoft Office 2007 
In efforts to continue the modernization efforts of our agencies, NYS OTDA and OCFS are pleased to announce our plans to upgrade HSEN equipment in local districts with Microsoft Office 2007. After extensive testing, including pushing the software to all State offices, we are now ready to move forward with more Office 2007 pushes. The CIO-OFT’s office will push the Office 2007 package to all HSEN PCs and laptops that have at least 512 MB of RAM and a minimum of 1.5GB of disk space.  Machines that do not meet the minimum requirements will not receive the Office 07 software. These pushes will take place over weekends, in order to minimize interference with your day to day process. We have piloted with Albany, Yates, and Franklin counties and because of the feedback we received, have decided to move forward. Thanks to Jana Russo, Denise Calhoun, Tracie Benware, and Jason Brewer for assisting us. 
We began with Region 1 and they were split into 2 pushes. Orleans, Genesee, Wyoming, and Alleghany were pushed to the weekend of Sept 19th and Niagara, Erie, Cattaraugus, and Chautauqua were pushed to the weekend of Sept 25th. After these dates, OCFS and OTDA will evaluate the process. If the process is successful, a schedule will be put together for all other regions and shared.
When we are ready to push to your location, we will send each county contact a spreadsheet with a list of PC’s and laptops and ask that you please verify that the machines in the attached spreadsheet are currently on the HSEN network at your site(s). Let us know of any discrepancies right away. All OTDA Automated Claiming System PCs will receive the Office 07 package, with Excel 2003. Please be sure that the serial number we have listed for your ACS device(s) is accurate.  All laptops should be brought into the office and left on the network overnight during your time scheduled. If this cannot be done, the laptop should pick up the new install the next time the device is connected to the network. Please be aware that if this install is done at a later date, it may take a while to complete, thus tying up the device. If any remote device has not received the upgrade within a few weeks of your scheduled date, please send an email to the mailbox listed below, with a contact number and the serial number of the device and IT will contact you.

Training Info

OTDA and OCFS have coordinated with the Bureau of Training to have training classes begin around  the times of deployment. Trainings are available via  Ilinc or   in person.  Please contact your local Training Coordinator to schedule training.  To help users adapt to the new version, users can go to the interactive web page provided by Microsoft that allows you to choose which program (MS Word, Excel, Access etc.) you want information on. It will take you from the commands found on Office 2003 and will show you exactly how to perform the same function in Office 2007. This is a great tool to help fill in the blanks of specific tasks that you may perform in our current environment.

http://office.microsoft.com/en-us/training/guides-to-the-ribbon-use-office-2003-menus-to-learn-the-office-2007-user-interface-HA010229584.aspx#BM1 

http://customguide.com/pdf/office-quick-reference-2007.pdf 
Just click the link, scroll down to “Interactive Guides”, and then choose an Office program.  (You do not need to download anything to run this tool.)

Questions?:
If you have any questions or concerns regarding the upgrade to Microsoft Office 2007 please mail to: ocfs.sm.it.office2007. 
Please direct all questions and issues with the push to OTDA and OCFS.



Need a Training ID?
If you need a training ID you can contact Kelly Farmer at the SUNY Professional Development Program.  Kelly can be reached at the following email address:  kfarmer@pdp.albany.edu or, by dialing (518) 320-3718.
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Security Awareness Message

The attached security awareness message regarding the physical security of confidential information is from the OCFS Information Security Office.

 


Please note that the attachment has been formatted for printing and posting so that all staff, whether they receive this newsletter or not, can be informed and reminded of their Information Security responsibilities ….thank you!
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	GIS Message --  WMS Services Changes to Support Title IV-E Foster  Care and Adoption to Age 21  (#10-006) (date: 9/29/10)


TO:                       Directors of Services 
FROM:                 Paul Gavry 
SUGGESTED 
	DISTRIBUTION: Directors of Services, Services Caseworkers and  Supervisors, Data Entry 
                               Operators
SUBJECT:   WMS Services changes to support Title IV-E Foster Care and Adoption to Age 21 


The purpose of this General Information System (GIS) message is to advise of WMS Services changes to allow Title IV-E reimbursement for foster care and adoption assistance payments for eligible youth until age 21. These changes stem from new requirements described in 10-OCFS-ADM-10 issued September 8, 2010. 

Heretofore, individuals could not be processed with eligibility code 02 - FCAA (IV-E) beyond age 18 (19 years or older) with certain pay lines/Purchase of Service codes that are subject to IVE reimbursement rules. Effective October 1, 2010 those pay lines can be processed for individuals up to their 21st birthday. 

Operationally, cases for eligible 18 to 21 year old youth can be processed with a change in eligibility (to 02-FCAA IVE) and new pay line (for applicable service type) with a beginning/POS-from-date of 10/1/10 or greater. Edits regarding pay lines for IV-E youth under age 19 are unchanged. 

Pertinent error messages are: 

920 - AGE OF INDIVIDUAL IS 21 OR OLDER & ELIGIBILITY CODE IS 02. 

NEW 940 - CLAIMING CAT IS 02 AND FROM/TO DATES OVERLAP OCT 1, 2010 

The WMS Services coding and error guides have been updated to reflect these changes. They are available, along with GIS messages, at the OCFS website: 

http://ocfs.state.nyenet/it/GeneralResources/GeneralResourcesDefault.asp 
Program questions should be directed to the appropriate regional office. 

For systems questions, please contact OCFS-IT Customer Support at 1-800-342-3727 or email ocfs.sm.conn_app@ocfs.state.ny.us.



 NEW Postings to the CONNECTIONS Intranet

· ...CONNECTIONS NEWS...  http://ocfs.state.nyenet/connect/



 CONNECTIONS Weekly System Maintenance 
Due to regularly scheduled system maintenance, the CONNECTIONS application will not be available on…

· Wednesday, 10/6/10 from 5:00 AM – 7:00 AM 
· Friday, 10/8/10 from 5:00 AM – 7:00 AM   
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Security Awareness Message 


MAINTAINING THE PHYSICAL SECURITY OF INFORMATION 


• is a critical piece of keeping confidential information and data secure. 


• needs the attention of every user.  Information is only as secure as the weakest link. 


DO’S 
1. Lock your computer screen when you leave it (hold down control/alt/delete at the same time). 


2. Lock your lap top, and secure it when it is not in use. 


3. Use equipment locks that are provided. Though they may not be fail safe, they are a deterrent. 


4. Keep paper or disks that contain confidential information secure in a locked storage area. 


5. Shred confidential information with a cross cut shredder as soon as it is no longer needed. 


6. Only print confidential information when needed, and keep it secure. 


7. Use a cover sheet for faxing confidential information, and verify that your recipient is expecting 


it before sending, and that he or she received it.  Ask others who fax you to do the same. 


8. Make sure that when you are reviewing any confidential information (electronically or paper) 


that no one is shoulder surfing. 


9. Return equipment to the appropriate staff person when no longer needed, so that it can be 


properly tracked and or disposed of in a secure manner. 


10. If sending confidential information via a public carrier (i.e. UPS, U.S. Postal Service, it is best 


sent double-sealed in appropriate secure container, addressed to specific recipient with no 


special marking on outer container.  This is especially important for electronic information 


where many records may be included (which should only be sent in an encrypted format). 


DON’TS 
• Do not let people into the building or on the floor without identification and permission. 


• Do not share your password or post passwords where others can view or find them. 


• Do not leave confidential information in a phone message. 


• Do not leave confidential information out where others can view it. 


• Do not discuss confidential information in an area where others can overhear you. 


• Do not leave confidential information for another user in an insecure location (i.e. on a desk). 


OCFS Information Security Office September 2010 






