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“Info to Know” for Caseworkers 


 The Implementation of the NEW Open Caseload Inquiry

            (OCI) Report 
As we communicated previously in the CONNECTIONS NEWS, there will be a new report coming - the Open Caseload Inquiry (OCI) report.  A regional phased rollout approach will be employed that will begin on Saturday, February 27th and extend through Friday, March 12th. Please note that this information pertains to both local districts as well as voluntary agencies. The schedule of rollout follows.

OCI Deployment Plan

· Albany region and associated voluntaries:
2/27/10

· Syracuse region and associated voluntaries:
  3/5/10

· NYC and associated voluntaries:


  3/5/10




· Spring Valley region and associated voluntaries: 3/12/10

· Buffalo region and associated voluntaries:
  3/12/10

· Rochester region and associated voluntaries:
  3/12/10

“Just In Case You Wanted to Know” -- What is the OCI?

The Open Caseload Inquiry, or OCI as it is known, is a caseworker specific report that gives prompts to let you know when work is coming due or is overdue. This report is available to both district and voluntary agency caseworkers with a role in a stage. The OCI report helps a caseworker manage their workload in order to meet regulatory and policy requirements.
It should be noted that the OCI report is available to caseworkers now, but with a smaller cue set and through a different method of access. Currently this report is accessed through the CONNECTIONS application via the Report List ICON.  The new OCI report will be available via a new ICON, that utilizes an application called SharePoint.  The new ICON will be located on the CONNECTIONS desktop window.
Further information about this exciting development has been made available to attendees of the Regional Implementation Support Team (RIST) meetings.  In addition, the Open Caseload Inquiry Job Aid  and the Highlights documents are also resources that detail and illustrate the specific changes.  The job aid is posted to the CONNECTIONS intranet website on the Training page and the Highlights document will be forthcoming the middle of next week.
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 Records Retention Run Schedule to Resume Soon!!!
**Please note that this piece pertains to local districts only.
After a long hiatus the Records Retention run schedule will begin again!  If you don’t recall, it has been some time since we completed a Records Retention run.  The system had been temporarily suspended because of the need to retain such records on a short term basis, due to the possibility they may have been necessary in connection with pending federal litigation.  The suspension is now lifted.  At this time we don’t have a specific date of the run but we just wanted to make you aware that the run will begin again. However, we can tell you that this program will purge cases/stages that were originally scheduled to be purged in March 2009 (as identified on the 12/19/2008 “To Be Expunged” report).  When we have more information regarding the run schedule we will follow up with communication to Records Retention report recipients.
Just as an FYI...we are also in the process of updating our list of Record Retention report recipients in order to assure that the correct person(s) at each district receive the report. Our CONNECTIONS regional implementation staff is reaching out to local districts in regard to this issue.
FAR  Family Assessment Response (FAR) “Info To Know”
The FAR job aid (CONNECTIONS Family Assessment Response Job Aid for Participating Districts) as well as the FAR Frequently Asked Questions have been updated as a result of the recent change that requires staff to wait until their FAR work is completed prior to reassigning a FAR INV stage to the state workload.  These updated versions have been placed in the FAR Public Folder (under the CONNX-related material 

sub-folder). In addition, both of these documents have been updated on the CONNECTIONS intranet website.  For your convenience, both documents are posted below.
FAR Job Aid                  FAR Questions and Answers
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GENERAL INFORMATION SYSTEM (GIS)-Auto-Fill of 
          Chafee Indicator on New Case (GIS 10 - #001)
This piece was in the last edition – in case you missed it..

 DATE:     02/02/10 

TO:           Directors of Services       
 


FROM:
    Paul Gavry

SUGGESTED DISTRIBUTION:    Directors of Services, Foster Care Supervisors, Directors of Medicaid, Directors of Financial Assistance

EFFECTIVE DATE:  February 16, 2010

The purpose of this General Information System (GIS) message is to provide local departments of social services (LDSS) additional information regarding a WMS enhancement affecting youth covered by the Chafee Amendment.  This enhancement is scheduled to become operational on Upstate Production on February 16, 2010.

Effective January 1, 2009, the Chafee Amendment provides that a youth who was in the custody of the Commissioner of the local department of social services or the Commissioner of the Office of Children and Family Services on or after his or her 18th birthday will receive Medicaid until the youth’s 21st birthday without regard to income or resources.  The youth must still meet Medicaid citizenship/immigration status requirements and be a resident of NYS.

A Special Population Field and Chafee Indicator (“C”) was established to identify discharged youth who are covered by the Chafee Amendment. Please refer to GIS 09-#012 issued June 22, 2009.  If a new case is opened, the Chafee youth has the potential of losing Medicaid coverage if the Chafee Indicator has not been entered.  To remedy this, an Auto-Fill process has been implemented.  After Full Data Entry has occurred, the Special Population Field on Screen 4 will be auto-filled with a “C” for case types 11, 12, 13, 16, 17, 20 and 22 if the Chafee youth’s CIN has been identified on the clearance report.

For further information regarding these system changes, please see DOH WMS/CNS Coordinator Letter dated January 20, 2010 (Attachment 2, Section III):  http://health.state.nyenet/rev2010coord.htm
For systems questions, please contact OCFS-IT Customer Support at 1-800-342-3727.

For your reference, GIS messages are available in Public Folders:
All Public Folders/dfa.state.ny.us/OCFS/TSU/ ***Services systems Reference Documents/ GIS (system change notices) 
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GENERAL INFORMATION SYSTEM (GIS) - Availability of
             Services Legacy System Reference on OCFS Website
            (GIS 10 - #002)
DATE:     02/18/10 

TO:           Directors of Services       
 


FROM:
    Paul Gavry

SUGGESTED DISTRIBUTION:    Directors of Services,  Directors of Medicaid, Directors of Temporary Assistance, Data Entry Staff
EFFECTIVE DATE:  February 18, 2010

The purpose of this General Information System (GIS) message is to advise that various Services Legacy System reference materials are now available at the OCFS website:
http://ocfs.state.nyenet/it/GeneralResources/GeneralResourcesDefault.asp.  Or, go to OCFS Intranet home page (http://ocfs.state.nyenet/).  From Intranet Sites, select Information Technology.  From IT Home, select Legacy System Reference. 

This is intended to provide more ready access to Services system (CCRS, WMS Case Type 40) documentation, materials that are currently available only through public folders. The Information Technology page has been updated with the addition of “Legacy System Reference” under “IT Home” providing access to the following:

· BICS (Benefit Issuance and Control Subsystem) Service Payment Processing
· Direct link to OTDA BICS Services Payment Processing Manual
· CCRS (Child Care Reporting System)
· Link to CCRS Coding Guide
· GIS (General Information System) System Change Notices 
· Link to historical archive, by year, of OCFS issued GIS messages 
· WMS (Welfare Management System) Services 
· Link to WMS – Services (Case Type 40) Coding and Error Guides 
Please contact OCFS-IT Customer Support at 1-800-342-3727 with any questions.
General “Info to Know”         




  UPDATE**CONNECTIONS SYSTEM ALERT**  Implementation Schedule of Accounts Moved to Different Servers
As we have communicated in previous CONNECTIONS NEWS weekly's, OCFS has undertaken the CONNECTIONS Architecture Modernization Project (CAMP) to update the CONNECTIONS application architecture, as well as the supporting infrastructure, to improve the overall user experience.  This initiative necessitates the following two changes on all workstations.  The first being the Citrix Client Software Upgrade: where the Citrix software, installed on all user workstations to access applications (such as CONNECTIONS) will be upgraded to the latest version available to provide necessary updates and ensure continued stability and consistent performance, and the Access Address Change which will involve new websites that will be provided for users to access applications through Citrix.  
 
One phase of this project involves user accounts being moved to different servers in order to provide a more robust environment for the CONNECTIONS application.  This activity will begin on the evening of Monday, February 15th.  No action is required by the user.  The upgrade will involve the following components:
         Server hardware upgrade 

         Operating System from Windows Server 2003 32-bit to Windows Server 2008 64-bit 
         Citrix Presentation Server 4.0 to Citrix XenApp 5.0
The implementation will be by region and the specific schedule is posted below.  Please note that there will be no application downtime in order to implement this initiative.
 
Implementation Schedule of Accounts Move to Different Servers

Migration Date         Phase             Regions                                           Numbers of Users
Successfully implemented:

Night of 2/15/10             1                       1,2                                                             2819

Night of 2/17/10             2                       3,4                                                             4221

Yet to be implemented:

Night of 2/21/10             3                       5, OCFS                                                    5240

Night of 2/23/10             4                       6, Bronx/Brooklyn thru 44 Court St.        4786

Night of 2/25/10             5                       Remainder of 6                                         7733
The following counties are included in these regions:

Region 1 -  Niagara, Orleans, Genesee, Erie, Wyoming, Chautauqua, Cattaraugus, Allegany

Region 2 -  Monroe, Wayne, Ontario, Livingston, Seneca, Yates, Steuben, Chemung, Schuyler

Region 3 – St. Lawrence, Jefferson, Lewis, Herkimer, Oswego, Oneida, Onondaga, Madison, Cayuga, Tompkins, Broome, Tioga, Cortland, Chenango

Region 4 -  Franklin, Clinton, Essex, St. Regis, Hamilton, Warren, Washington, Fulton, Saratoga, Montgomery, Schenectady, Otsego, Schoharie, Albany, Rensselaer, Delaware, Green, Columbia

Region 5 -  Sullivan, Ulster, Dutchess, Orange, Putnam, Westchester, Rockland, Nassau, Suffolk
Region 6 – New York City
Please note that for the first two weeks of implementation the environment that you will see will be in a "test mode".  As such, the CONNECTIONS desktop (Citrix page) will have “Test Mode” identified in the four corners of the screen and “Microsoft (R) Windows (R) (Build 6002: Service Pack 2)” at the top of the screen, as pictured below.  This will not impact  your ability to access  or use  the CONNECTIONS  application.  We anticipate that the  additional  "test text " and Microsoft label  will be removed from the CONNECTIONS desktop  after approximately two weeks.    
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In addition, another part of the upgrade involves a deployment to all CONNECTIONS workstations, that began in November 2009 - the rollout of a "new" Citrix Xen App Plug-in (formerly known as PN Agent Client). The illustrations below show what the old icon looked like and what the new icon will look like on both your desktop and in your system tray.
· Old Icon on Desktop:                                                                                                     
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· Old Icon in System Tray: 
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· New Icon on Desktop: 
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· New Icon in System Tray: 
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The following are instructions related to the Citrix Xen App Plug-in deployment.
 For those PCs that access the network through HSEN the new icon appeared on your desktop through a "push" that was coordinated through the Office for Technology.  However, for the PCs that access the network through SSL/VPN or Client VPN, the "push" is not automatic. To continue to access your Citrix applications, you must complete the following steps: 

1.)    Click on “Citrix Client” link under the Files sections to access the installation files and directions. 
2.)    Open the “Installing Citrix Online Plug-in for SSL VPN Users” document. 
3.)    Follow the instructions to install and configure the Citrix Online Plug-in. This new version of the Citrix client will be used to  access your Citrix applications in future.

There are also installation instructions, identified by the way your PC accesses the network, posted to the CONNECTIONS intranet Home page (http://ocfs.state.nyenet/connect/), under the sub-heading date of February 10, 2010.  Please note that these instructions have changed from those previously posted to the website on November 18, 2009. 
 
If you are experiencing any issues related to the deployment of the new icon, we ask that you send an explanation of the issue to the following address: ocfs.sm.it.pnaupgrade@ocfs.state.ny.us and someone will contact you to work toward a resolution. 

Please see the chart below for a further explanation.
	User Group
	Current Access
	New Access
	Details

	OCFS / HSEN
	Program Neighborhood Agent:

Red icon in system tray

Web Interface:

https://ocfscitrixwi.ocfs.state.ny.us
	Program Neighborhood Agent:

Blue icon in system tray

Web Interface:

https://xenappwi.ocfs.state.nyenet
	· The Citrix client software will be upgraded silently via OFT’s software deployment utility (SCCM) overnight at approximately 1am.  This will force a reboot of all user workstations.

· Although the icon in the system tray will change color, the method for using Program Neighborhood Agent to access Citrix applications will remain the same.  Users will not have to re-authenticate when launching Program Neighborhood Agent.

· Users that prefer to use a Web browser, such as Internet Explorer, to access applications will be provided with a new website and should update their bookmarks or favorites as needed.  Users will have to enter credentials manually to this website.

	ONENET / NIS
	Program Neighborhood Agent:

Red icon in the system tray

Web Interface:

https://ocfscitrixwi.ocfs.state.ny.us
	Program Neighborhood Agent:

Blue icon in the system tray

Web Interface:

https://xenappwi.ocfs.state.nyenet
	· The Citrix client software must be upgraded by the local administrator.  The software is available from a file share* or CDs provided at the NYWPA.

· Although the icon in the system tray will change color, the method for using Program Neighborhood Agent to access Citrix applications will remain the same.  Users will not have to re-authenticate when launching Program Neighborhood Agent.

· Users that use a Web browser, such as Internet Explorer, to access applications will be provided with a new website and should update their bookmarks or favorites as needed.  Users will have to enter credentials manually to this website.

*More detailed instructions and software are available from \\fnpcfs0a1adv\OCFSShare or \\172.16.102.72\OCFSShare

	Client VPN
	Program Neighborhood Agent:

Red icon in the system tray

Web Interface:

https://ocfscitrixwi.ocfs.state.ny.us
	Program Neighborhood Agent:

Blue icon in the system tray

Web Interface:

https://xenappwi.ocfs.state.nyenet
	· Users will have to upgrade the Citrix client software by running Advertized Programs on their workstations.*  

· Although the icon in the system tray will change color, the method for using Program Neighborhood Agent to access Citrix applications will remain the same.  Users will not have to re-authenticate when launching Program Neighborhood Agent.

· Users that prefer to use a Web browser, such as Internet Explorer, to access applications will be provided with a new website and should update their bookmarks or favorites as needed.  Users will have to enter credentials manually to this website.

*More detailed instructions are available from \\fnpcfs0a1adv\OCFSShare.

	Juniper SSL VPN
	Program Neighborhood Agent:

Red icon

Web Interface:

Link from the Juniper SSL VPN page https://rc1.oft.state.ny.us/ad
	Program Neighborhood Agent:

Blue icon

Web Interface:

https://connections.ocfs.ny.gov
	· Instead of first authenticating to Juniper SSL VPN, users may now access Citrix applications directly from a separate website or via the Program Neighborhood Agent client.  The Program Neighborhood Agent requires a one-time manual configuration change to function.
· Instructions are provided on the Juniper SSL VPN landing page as to how to upgrade the Citrix client software and access Citrix applications in the new environment.

· Applications launched from the system tray or desktop icons via Program Neighborhood Agent will not be prompted for additional credentials.

· Users that browse to the new website will have to re-authenticate to a login page.


We ask that any questions related to this activity (other than those related to the deployment of the "new Citrix Xen App Plug-in icon") be directed to your agency LAN Administrators.  Thank you for your collaboration on this exciting initiative!!!!
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Energy Star Power Conservation Policy for    
                       Green IT
This piece was in the last edition – in case you missed it..

.se note th
Please note that the information below was forwarded to agency LAN Administrators and is posted here for informational purposes only.  If you have any questions related to the activities described below we ask that you contact your agency’s LAN Administrator.
Several months ago the Office for Technology (OFT) issued a bulletin explaining CIO/OFTs Energy Star Conservation Policy for Green IT-HSEN Domain.  For your reference, a copy of that bulletin is posted below.

Implementation of this policy was postponed for counties while OFT instituted the policy for State agencies.  

In the next several weeks, they will begin implementing this policy at county HSEN locations.  Counties will receive the Green IT Policy in increments of 3-8 counties.  Prior to your county being implemented, notification will be sent at least 1 week ahead of time to ensure proper notification of staff  regarding what to expect when their PCs are in hibernation mode when they come into work in the morning.  More information will be given at the time of that notification.

If you are currently using a PC to run an application off hours and are concerned that the PC will not “wake” to complete the function, please fill out the Energy Initiative Exception form  identifying the machine.  Please note: Your HSEN Servers are NOT included in this initiative so you don’t need an Exception Form for them. In the Reason for Exclusion section, identify the machine by workstation name and agency location and state the reason for exclusion.

Authorizing Signature section:

Put your name (LAN Admin) in the employee section.

In the Supervisor area of the form, input the following information based on the program area that the PC is used for:

· OCFS – Karen Strack

· DOH – Roch Uhe

· OTDA – Joann Riccitelli

When complete, mail the form to the mailbox listed on the form.  All Exceptions will be reviewed by the project team.  It is important that you report any possible exceptions prior to the policy being pushed to your location. 
 ******
The actual bulletin that was sent out is below:
CUSTOMER BULLETIN—(Customer Networking Solutions)
Number:    
09-CNS-04

Issued By:
Deputy CIO, IT Customer Development and Relationship Mgt Services

Title: 

Energy Star Power Conservation Policy for Green IT
Date Issued:  November 20, 2009 
	Overview 


As CIO/OFT continues its efforts to implement sustainable, green IT practices, CIO/OFT is implementing an Energy Star Power Conservation Policy to all desktop computers. The Energy Star Policy is designed to save electricity by Hibernating* the desktop when not in use.   The policy will power down the monitor after 15 minutes of inactivity and will hibernate the desktop after 30 minutes of inactivity.  While the desktop is in hibernation mode a feature known as Wake on LAN will be used to provide off hour software patching and updates.

On November 30, 2009, a group policy will apply the Energy Star Setting to all desktop computers in the HSEN domain.

*Hibernation is a feature of many computer operating systems, where the contents of memory are written to non-volatile storage such as a hard disk, a file or on a separate partition, before powering off the computer. When the computer is restarted, it reloads the content of memory and is restored to the state it was in when hibernation was invoked. 
	Services Impacted 


Users will notice their desktops have been powered off in the morning and after 30 minutes of inactivity during the day (lunch, meetings, training, etc.).  Users will be required to press the power button to wake the computer.  Instructions are included below in the Details portion of this Bulletin.

	Audience 


The audience for this communication includes all LAN Administrators on the HSEN Domain.
	Customer Action Required: Yes


End users will be required to wake the desktop after hibernation has occurred. Please refer to the instructions below in the Details portion of this Bulletin.  If you have workstations that are serving in a nontraditional desktop function (e.g. desktop server,) this computer needs to be identified through the CNS Outcome Management Group for evaluation and possible exceptions to the energy star policy.

	Assistance


During the initial 4 week implementation period, please email any concerns or issues to the CNS Outcome Management mailbox (oft.sm.cns.outcome.management@cio.ny.gov) or call 1-800-603-0877.
	Details


Wake Instructions

Screen Saver on after 10 minutes of inactivity
Moving the mouse or pressing a key on the keyboard will wake up the Monitor; a password is required to resume access to the computer.

A screensaver is a type of computer program initially designed to prevent phosphor burn-in on CRT and plasma computer monitors by blanking the screen or filling it with moving images or patterns when the computer is not in use. Contemporary screensavers are used primarily for entertainment or security.

Monitor off after 15 minutes of inactivity
Power button on the monitor will be amber; computer will remain on for 10 minutes (green indicator light on the computer will be on steady).  Moving the mouse or pressing a key on the keyboard will wake up the monitor; your password is required to resume access to the computer.
Hard Drive off after 20 minutes of inactivity
The head on the hard drive is retracted and the drive is powered off.  Moving the mouse or pressing a key on the keyboard will wake up the monitor and the hard drive, your password is required to resume access to the computer.
Standby after 25 minutes of inactivity
Computer will store any open documents in memory, at this point the machine will go into a reduced power state (green light by the machine power button will be flashing for 5 minutes), small amount of power is required to power the memory.  Press the power button (once) to resume, your password is required to resume access to the computer.
Hibernate after 30 minutes of inactivity
Computer will store any open documents on the hard drive and power down (green light by machine power button will be off).  The end user must press the power button (once) to resume, your password is required to resume access to the computer.



NEW Postings to the CONNECTIONS Intranet

· ...CONNECTIONS NEWS...  http://ocfs.state.nyenet/connect/
· Family Assessment Response Job Aid: CONNECTIONS Family Assessment Response Job Aid for Participating Districts)
· Family Assessment Response Frequently Asked Questions
· Open Caseload Inquiry Job Aid


    Weekly System Maintenance
Due to regularly scheduled system maintenance, the CONNECTIONS application will not be available on…

· Wednesday, 2/24/10 from 5:00 AM – 7:00 AM
· Friday, 2/26/10 from 5:00 AM – 7:00 AM
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