Steps to follow to complete encryption on Windows 7

After completion of the image process to upgrade to Windows 7, you will need to synchronize the
McAfee Endpoint Encryption with the server to ensure the laptop is fully encrypted. The steps listed
below will need to be completed while the computer is connected to the HSEN network.

1. Click on the up arrow to bring up the hidden system tray icons
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3. Under the “Encryption” box, the status will change from “InProgress” to “Full” when the
encryption is complete.
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If the Encryption is showing up as C: None click the synchronize button and the encryption will
change to In Progress (screen shot above) after many actions are run. If not, verify that you are
connected to HSEN and try again.
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Once the encryption has completed, click on synchronize and allow actions to run until the
bottom text says “Applying cryption changes”.
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Reboot computer. Encryption is now complete and the device can be taken off the HSEN

network.




