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	Setup Guide for SSLVPN Custom Bookmarks



I. Identify your Workstation Name
Before connecting to your workstation from your remote location, you will have to first identify the hostname of your workstation at your office.  To find this information: 

	Step 1. Select the Start Button on the left side of the taskbar
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	Step 2. Select RUN in the windows menu, type in “CMD” and select OK
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	Step 3. Type the command:

echo %COMPUTERNAME% 

Press Enter

Write down the results on a piece of paper.

In the example below the Workstation name is: 

W1234AB 
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II. Connecting to the SSLVPN Portal
The following sequence will connect you to your workstation at the office from any remote location.  

1. Using the following link or type the address in the address bar: 

This is the internet (external) link:   https://rc1.CIo.ny.GOV/hsen
2. The first time you click on either of these links, you will be prompted to install an Active X Control.  This prompt will appear in the yellow information bar at the top of the web browser.  Select Install ActiveX Control
	a) A security warning will appear prompting you to install Juniper Client Setup. 

Select Install.
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	b) You will also be presented with a request to download and install the Cache Cleaner 6.5.0.  Select either the ‘Yes’ button, or the ‘Always’ button.
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3. At the login prompt, enter your HSEN domain username and password in the appropriate boxes.
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III. Creating a Bookmark on the SSLVPN Portal Page
Once you have signed in, you will be brought to the SSLVPN portal page. 
	1. Select the terminal icon
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to create a custom link to your workstation.
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	2. When the icon is selected, a configuration page will appear.

Fill in the configuration page with the needed information

a. Bookmark Name: A familiar name like  “Work PC”
b. Host: (The Computer Name you Wrote down from Section 1)  example: W1234AB
c. Server Port: Ignore
d. Color Depth: Click the drop down and Select 32-bit (True Color)
e. Select “Add”
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IV. Using Wake on LAN (WOL)
Once the configuration has been added, you will again see the SSL VPN portal page with a link to your workstation link “Work PC.”  However because you will probably be connecting to your workstation when it is in energy saving mode, you will need to “wake up” your machine from hibernation.  To accomplish this, follow these steps:
	1. On the SSLVPN portal page, Select the ‘Wake On LAN’ icon.
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	2. In the new window that appears, enter the computer name that you documented     (Example W1234AB), and click the ‘Wake Up’ button
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	3. You will receive the following response when your workstation is awake.
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V. Launching the SSLVPN Terminal Session
You can now attempt to launch the terminal session from the SSLVPN portal to your work PC.

	1. Select the newly created link. The Juniper Terminal Services Client will be installed and launch.
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	2. The remote computer will load.  Select OK.
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	3. Use your HSEN domain account to sign into your computer.  Select OK.  You have now signed into your workstation.
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Specify a machine name:


W1234AB





Enter name of workstation to wake up





W1234AB





Workstation ‘W1234AB’ is now on.
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